Question - Is the proposed solution expected to include a unique access control system for the document control system, or, is it expected to integrate with an existing access control system.  If the latter, could you please provide some information concerning the current access control system.

Answer - We are not prescribing a specific access control system for insider

threat solutions.

Question -  In the audit and tracking requirements, the RFP makes mention of an assurance argument to substantiate the proposed level of assurance.  Is there a requirement, or any further guidance, that can be given concerning the desired level of assurance?

Answer - We are not prescribing a specific assurance level, e.g. such as what you might find in the Common Criteria.  What we are looking for is an argument for why the functionality you develop will actually behave as advertised, and not behave in unintentional ways.  We are looking for the processes, tools, methodologies, etc. that you employ as a basis for that assurance argument.

Question - In the modeling the insider requirements, it appears to me that the only requirement for the document control system itself is to capture and provide, in a usable format, all of the information necessary to conduct modeling of insider activity.  The actual modeling would be done by a modeling application that is outside and separate from the document control system itself; and, therefore, not benefit from being an integrated part of the document control system.  Is my interpretation of this section correct?

Answer - Whether a modeling capability is integrated with the document control application or not is up to the proposer - we are not imposing a requirement either way.  

Question - The copy of the Proposer Information Pamphlet (PIP) that I downloaded for BAA 03-02-FH Insider Threat talks about "modeling and simulation of Operations Other Than War" in Part II: Detailed Proposal Information. Is that an intentional requirement or a typo?

Answer - We believe the question is asking about the statement in general, the full text being "...with specific focus on how this approach provides value to modeling and simulation of Operations Other Than War".  We do ask for modeling of insider threat in our BAA, but it is not emphasized over the other technical objectives.  It is a typo, not an intentional requirement.   

Question – Can an offer exceed the estimates for price in the BAA.

Answer - Yes, but we want the proposal work breakdown structure subdivided into the research for the Gov't ROM guidelines and an additional ROM estimate for any additional research above the Gov't ROM. This will allow the evaluators to negotiate/award all or some of the effort, relating to the Gov't ROM estimate.

Question - We have found that, in some cases, BAAs have permitted FFRDCs to submit government proposals through a government submission mode - typically in the form of a white paper.  This method ensures that research conducted by FFRDCs and Federal Laboratories is given consideration within the context of the FAR and based upon the merit of the proposal.  The BAA documentation does not reference a specific government submission mode.

Answer – Proposals submitted by FFRDCs must follow the format outlined in the BAA and PIP.  

Question - We have a question pertaining to how explicit can we be in the proposal about work that we have done previously for NSA? Can we mention NSA? Can we mention organizations within NSA? These questions are asked because the government intends to have the proposal reviewed by consultants and/or other contractors.
Answer – You can be as explicit as you desire, within the limitations of the PIP.  If you have received guidance, which imposes limits on discussing aspects of work you have done, you are expected to follow guidance given you with respect to those efforts.  

